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RCERT-E  VIRUS   REPORTING  FORM

 

Week Of:  1-5 MAY 2000

1. REPORTING INFORMATION :

a. NAME: Stacey Omo


b. PHONE: 484-8283

c. E-MAIL: omos@hq.21tsc.army.mil


d. AGENCY and LOCATION: 21st TSC

2. VIRUS INFORMATION 

a. NAME OF VIRUS: "I love you"

b. AV PRODUCT USED: Norton/McAfee

c. DATE DETECTED: 4 May 2000

d. DATE CLEANED: began at 2000 on 4 May and continued 5 May

3. COMPUTER INFORMATION 

a. # OF SYSTEMS INFECTED: approximate number and location
21TSC HQ 


G1 = 1


G4 = 3


G3 = 3


G6 = 3


Sup Ops = 4


Compt = 3


SGS = 4



IRACO = 1


PMO = 1


AMCLAO = 1

CPA = 1

Unknown = 9

29th SG = 3

51st Maint BN = 1

191st Ord BN

2nd-502nd Aviation = 3

2143rd  = 5

37th Trans = 3

28th Trans Bn = 6

95th MP = 3

554th MP = 1

272nd MP = 1

6966th = 6
66th = 1

GSCE = 5

KIC = 2? 

BMC = 26

MAM = 2

1TMCA = 4

14th Trans = 2

39th Trans = 2


200th = 10

b. # OF FLOPPIES INFECTED:

c. OPERATING SYSTEM: Win 95/98/NT; Exchange servers
4. DAMAGE REPORT 

a. MISSION OF COMPUTER: office automation

b. TYPE OF NETWORK : 

c. IMPACT OF VIRUS ON MISSION:

d. Extent of Damage - still being assessed
___ Total Loss 

___ Partial Loss 

_ Recovered Fully 

___ Unknown 

e. DAMAGE (Rebuilt System, destroyed floppies, etc): still being assessed

f. SOURCE OF INFECTION: worm virus embedded in email

f. Download (LAN, FTP, WWW, URL, etc)

g. LOST MANHOURS -  approximately 12 as of COB 5 May

h. i. TOTAL # OF FILES INFECTED - still being assessed
REPORT ALL VIRUS INFECTIONS, WEEKLY, TO THE RCERT@hq.5sigcmd.army.mil ( RCERT). 

RCECRT-E Regional Computer Response Team - Europe

Current Operations Div.
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